**ABDULRAFIU ABDULRAHMAN ADEMOLA**

Phone: +2349069345154 Email: [abdulrafiua25@gmail.com](mailto:abdulrafiua25@gmail.com)

Home Address: No 58a Kudirat Abiola way, Oregun, Ikeja, Lagos State.

**CAREER OBJECTIVE:**

To obtain a position as an entry-level cybersecurity analyst and utilize my cybersecurity professional certificate and knowledge of various security tools and techniques to help organizations identify and mitigate security risks, with experience in networking, Python, social engineering, encryption, cryptography, cloud computing, and Linux. As a highly organized and dedicated individual equipped with a diverse and promising skill set, I can collaborate in a team setting and have outstanding communication, problem-solving, and organization skills.

**EDUCATION**

Bachelor of Science (B.Sc.) Physics with Electronics

University of Medical Sciences, Ondo state, Nigeria. **2018** - **2023**

**GPA** - 4.13 (SECOND CLASS-UPPER DIVISION)

**CERTIFICATIONS AND COURSE**

* Google Cybersecurity Professional Certificate
* Google Analytics
* Exam Prep AZ-500: Microsoft Azure Security Engineer Associate Specialization
* CompTIA Cloud+
* Foundation of Cyber Security
* Play it safe: Manage Security risk in cyber security
* Connect and protect: Network and Network security in cyber security
* Tools of Trade: Linux and SQL in cybersecurity
* Assets, Threats, and Vulnerabilities in Cybersecurity
* Sound the Alarm: Detection and Response in Cybersecurity
* Automate Cybersecurity Tasks with Python

**SKILLS**

* + Security Information and Event Management (SIEM) tools
  + Packet Analyzer
  + Intrusion Detection Systems (IDS)
  + Python Programming
  + HTML
  + Vulnerability assessment
  + Threat analysis
  + Authentication
  + Cryptography
  + Asset classification
  + Stakeholder communication
  + Integrity and discretion
  + Escalation
  + Transmission Control Protocol / Internet Protocol (TCP/IP)
  + Cloud Networks
  + Kali Linux
  + Identifying the primary threats, risks, and vulnerabilities to business operations
  + Using a playbook to respond to threats, risks, and vulnerabilities
  + Understanding how to secure a network against intrusion tactics with skills like security hardening, network security/architecture
  + Navigating and managing the file system using Linux commands via the Bash shell
  + Using SQL to retrieve information from a database
  + Identifying threats, such as social engineering, malware and web-based exploits
  + Analyzing an attack surface to find risks and vulnerabilities
  + Performing queries in Security Information and Event Management (SIEM) tools to investigate an event
  + Identifying the steps to contain, eradicate, and recover from an incident.

**WORK EXPERIENCE:**

ELECTRONICS ENGINEER**;**

Lagos State Television (LTV), Lateef Jakinde Road, Agidingbi, Ikeja, Lagos.

April 2023 - Till Date

* LTV APP- Back-end engineer.
* LTV server maintenance.
* Scheduled routine maintenance of the LTV master control (Engine) room.
* Day-to-day maintenance and ICT sessional activities.

**PERSONAL QUALITIES**

* Detail-oriented
* Good analytical and problem-solving skills
* Effective communication skills
* Ability to work independently or as part of a team
* Willingness to learn and adapt to new technologies and processes
* Strong work ethic.

**REFERENCES**

* Mr. Abiodun Attah

Phone: 2348023829235, Email: [biodunekps@yahoo.com](mailto:biodunekps@yahoo.com)

Occupation: Satellite Technology Expert

* Mr. Ogunleye Kayode Michael

Occupation: Auditor, Phone: 08109257714.